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	Reason for change:
	The LS from last SA3 meeting to RAN2/RAN3 clarified that SA3 use the same counter (SN Counter) for KSN derivations in SCPAC that is already used for DC KSN derivations.

While it intutively may not be any immediate risks for the same counter values being used twice, resulting in the same keys being derived for two different base stations, there is a risk that some corner case has been overlooked, or that future extenstions and optimizations make that happen.

Therefore, to be on the safe side, and  to be in line with the recommendations in TS 33.220 to use a different FC value for each purpose, this pCR propsoses to resolve the editor’s note in annex A.16 by using a separate FC value when deriving keys for SCPAC use.

	
	

	Summary of change:
	Adding a new clause with a new FC value for SCPAC KSN derivations.

	
	

	Consequences if not approved:
	Risk that same key is derived for more than one purpose, leading to loss of confidentiality and integrity.
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This input string is used when the MN and UE derive KSN. The following input parameters shall be used:
-	FC =0x79,
-	P0 = Value of the SN Counter as a non-negative integer,
-	L0 = length of the SN Counter value (i.e. 0x00 0x02).
The input key KEY shall be KeNB when the MN is an ng-eNB and KgNB when the MN is a gNB.
Editor’s note: This Annex A.16 is for Derivation of Ksn for DC, SA3 to analyse and decide whether a new dedicated FC value to be defined for selective SCG.
	
* * * * Start of Second change * * * *
A.x	Derivation of KSN for Subsequent CPAC
To ensure that KSNs derived for Dual connectivity do not accidentally collide with KSNs derived for Subsequent CPAC, the two derivations use different FC values.
This input string is used when the MN and UE derive KSN during dual connectivity for Subsequent CPAC. The following input parameters shall be used:
-	FC =0xYY,
-	P0 = Value of the SN Counter as a non-negative integer,
-	L0 = length of the SN Counter value (i.e. 0x00 0x02).
The input key KEY shall be KgNB.

* * * * End of changes * * * *

